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GDPR
General Data Protection Regulation (GDPR)

§1 Personal Data Administrator

1. The Controller of Users’ personal data is CUE BALL NETWORK SPÓŁKA Z OGRANICZONĄ
ODPOWIEDZIALNOŚCIĄ with its registered office in Warsaw (address: ul. Żurawia 6/12 / 745,
00-503 Warsaw, Poland), hereinafter referred to as the ‘Administrator’.

2. This document contains information on the processing of personal data in accordance with Articles
13 and 14 of Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April
2016 (GDPR).

3. In matters concerning the processing of personal data, the Controller can be contacted by e-mail at
the address contact@cueball.network or by letter to the registered office address.

§2 The purposes and legal grounds for processing personal data

The Controller processes Users’ personal data for the following purposes:

1. Provision of services via the Application – processing is necessary for the performance of the
contract (Art. 6(1)(b) GDPR),

2. To ensure compliance with applicable legislation – in particular, legislation relating to the
conduct of business and the handling of complaints (Article 6(1)(c) GDPR),

3. Ensuring the security and maintenance of the Application – the processing of data is carried
out on the basis of the Controller’s legitimate grounds in analysing technical data in order to protect
and optimise the operation of the Application (Article 6(1)(f) GDPR),

4. Analytics and statistics – to carry out internal analysis and statistics on the use of the Application
(Article 6(1)(f) GDPR).

§4 Recipients of personal data

1. Users’ personal data may be shared with entities that support the Controller in the provision of
services, such as IT service providers, with such data being processed on the basis of entrustment
agreements and in compliance with confidentiality obligations.

2. Users’ data may also be made available to state authorities if such an obligation arises from the law.

mailto:contact@cueball.nework


§3 The scope of personal data processed

We process the following personal data of Users:

1. Identification and contact data: first name, last name, e-mail address, avatar.
2. Technical data: IP address, device type, operating system, activity data in the Application.

§5 Transfers of personal data outside the European Economic Area
(EEA)

1. In connection with Google or Facebook logins, personal data may be transferred to third countries,
in particular to the United States.

2. The Controller shall ensure that appropriate safeguards, such as the standard contractual clauses
adopted by the European Commission, are applied to data transfers outside the EEA, in
accordance with Article 46 GDPR.

§ 6 Data storage period

1. Personal data is stored for the period necessary for the performance of the Application’s services,
i.e. until the User deletes the account.

2. Once the contract has been terminated, personal data may be stored for a period of time as
required by law, in particular the provisions on limitation of claims and accounting and tax
obligations.

§7 User rights

According to GDPR, the User has the following rights:

1. Right of access to personal data (Article 15 GDPR) – the User has the right to access and obtain
a copy of the data processed by the Controller.

2. Right to rectification (Article 16 GDPR) – the User shall have the right to obtain from the Controller
without undue delay the rectification or completion of inaccurate personal data concerning him or
her.

3. Right to erasure (‘right to be forgotten’) (Article 17 GDPR) – the User shall have the right to
obtain from the Controller the erasure of personal data in certain cases described by law concerning
him or her without undue delay.

4. Right to restriction of processing (Article 18 GDPR) – the User shall have the right to obtain from
the controller restriction of processing in certain situations.

5. The right to data portability (Article 20 GDPR) – the User shall have the right to receive his/her
personal data in a format suitable for transfer to another Controller.

6. Right to object (Article 20 GDPR) – the User shall have the right at any time to object to the
processing of his/her data on the basis of the Controller’s legitimate grounds.

7. The right to lodge a complaint – the User shall have the right to lodge a complaint with the
President of the Data Protection Office if he/she considers that the processing of his/her data
violates the provisions of GDPR.



§8 Obligation to provide data and consequences of failure to do so

The provision of personal data is voluntary, but necessary for the creation of an account and the use of
the Application. If the User shall not provide data, registration and use of the Application will not be
possible.

§9 Rules on data protection

The Controller shall ensure that appropriate technical and organisational measures are in place to
secure Users’ personal data against unauthorised access, loss or damage. These measures include
data encryption and restricting access to data to authorised persons only.

§10 Changes to the GDPR policy

The Controller reserves the right to make changes to the GDPR Policy. Users will be informed of any
material amendments via a message in the Application.


